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8radley Hoot
2827 N Burling St., Apt. 202
Chicago, IL GOBS7?

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

wWashington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built-in wiretapping access.

1 do not believe this requirement is necessary. Longstanding taws already
require Internst Service Providers and Internet telephone companies to ailow
the FRI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gaovernment requiring all
new homes he built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the leaislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggdestion of the Department of
Tustice that our new Internet communication technologies should have buiit-in
wiretapping.

I Took forward to hearing your thoughts on this matter. Thank you for
listening.

Sincerely,

Bradley Hoot
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Hetty VanderHoeven

3D24 Shady Lane
Addison, NY 14801

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DL 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers hy trying to force the industry te actuajly build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new hames be built with a peephole for law enforcement to JTook thraough.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FRI can collect infarmation between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 1s creating the very real potential for hackers and thieves or
eyven rogue government agents te access our persanal communications. Past
efforts to provide this sort of backdoor a<cess have not been successful and
only created a rich opportunity far hackers.

once again, I urge vou to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technclogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Hetty VanderHoeven
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Jean Callaghan

7040 Leestane 5t
springfield, va 22131

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washinatan, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my gppesition to the
Department of Tustice s reguest that all new Internet communication services be
required to have bhuilt—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
socurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful halance.

I understand that by reguiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal <ommunjcations, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jean Callaghan
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Stephanie Hammel]l

215 Eighth Avenue
Haddon Heights, Hew Jersey 08035

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my oppoasition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FEI to conduct surveillance. The FBT is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very <oncerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up baoundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thiesves or
even rogue government agents to access our personal communications. Past
efforts to pravide this sort of backdoor 2<c¢ess have not been successful and
anly created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous sugaestion af the Department of
Justice that our new Internst communication technslogies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Stephanie Hammell
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Andrew Levin

2831 E Easter PL
Centennial, COLORADO 80112

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Poweli:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. tLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would hypass the legistative process to alter that careful balance.

I understand that by requiring a master key to our persenal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing vour thoughts on this matter.

Sincerely,

Andrew Levin
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David Burke

12642 Cabezon Place
San Diego, CA 82129

March 18, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DL 20554

FCC Chairman Pawell:

#s a concerned individual, T am writing to express my oppositien to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The fBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
fongress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s adgressive and expansive reading of the Taw
would bypass the legistative process to alter that careful bhalance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government aagents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

oOnce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

David Burke
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Evelyn Schwein

7163 Camwell Dr.
Indianapoiis, IN 46268

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying toa force the industry to actually huild its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be huilt with a peephole for law enforcement to leok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources like e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communicaticns, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

T Jook forward to hearing your thoughts on this matter.

Sincerely,

Evelyn Schwein
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Michael Elder

PO Box 331879
Miami, FL 33011

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cppositien to the
Department of Justice ¢ request that all new Internet communication services he
required to have built—~in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existinag
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring al)
new homes be built with a peephole for Taw enforcement to losk through.

I am very concerned that this requirement represents an end-~run around
Congress. lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources 1ike phone <ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legisiative process to alter that careful balance.

1 understand that by requiring a master key to our personal cemmunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal caommunications. Past
efforts to provide this sort of backdoor acc<ess have not been successful and
only ¢reated a rich oppartunity for hacksrs.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Michael Elder
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Erik Carr

2364 Augusta St
Eugene, OR 37403

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 412th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing tec express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes he built with a peephole for JTaw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s agqgressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even roque governmeht agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Erik Carr
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Samuel Kibler

10023 Hiram Way
Lagkeside, CA 32040

March 18, 2004

FCC Chairman Michael Powel]
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet cowmmunication services be
required to have built~in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to Force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to Tcok through.

I am very cencerned that this reguirement represents an end-run around
Cangress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources 1ike phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue qovernment agents ta access our personal communications. Fast
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the danserous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward tao hearing your thoughts on this matter.

Sincerely,

Samuel ¢. Kibler
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kay Taylor

610 Bracewood Circle
San Marcos, TX 78B6R

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Caommission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new hames be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ccllect information between sources like phone companies and data
sources }ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our persenal communicatiens, the
government is creating the very real potential far hackers and thieves or
gven rogue government agents tn access our personal communications. Past
efforts to provide this sort of hackdeor access have not been successful and
ohly created a rich oppartunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies sheould have built-in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Kay Tayior
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Danielle Shillcock

1910 Crandview St
Seaside, CA 33855

March 18, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Streeft SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppasition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access,

This can lead to more Internet crime and those paying the highest price will be
reqular, ardinary ¢itizens. This requirement is NOT necessary. Longstanding
laws already require Internet Service Providers and Internet telephone
companies to allow the FBI to conduct surveillance. The FBI is going far
beyond these existing powers by trying to force the industry to actually build
its systems around government eavesdropping. It is the equivalent of the
government requiring all new homes be built with a peephole for Taw enforcement
to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the iegislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our persanal communicarions. Past
efforts to provide this sort of backdoor access have nat been successful and
only created a rich opportunity for hackers.

Ghece again, I urge you to oppose the dangerous suggestiaon of the Department of
Justice that our new Internet communication technelogies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

pPanielle Shillcock
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Richard Gaines

1046 Elshree Lane
Windsor, CA 35492

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC ¢hajrman Powell:

As a concerned individual, I am writing ta espress my gppositian to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. tongstanding Yaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these sxisting
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes hbe bhuilt with a peephole for Taw enforcement to look thraugh.

I am very concerned that this requirement represents an end-run arouhd
Congress. lLawmakers, after extensive deliberations, set up boundaries for haw
the FEI can c¢ollect information between sources 1ike phone companies and data
sources jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ~or
gven rogue government agdents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous sugdestion of the Department of
Justice that pur new Internet communication technologies should have built—in
wiretapping.

I lock farward to hearing vour thaughts on this matter,

Sincerely,

Richard S. Caines
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Christy Norton

517 Monroe 5t.
Waurika, OK 73373

March 18, 2004

FCC Cchairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my appositian to the
Department of Justice s request that all new Internet communication services be
required to have built~in wiretapping access,

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Previders and Internet telephone compsnies to allow
the FBI to <onduct surveillance. The FB8I 1s going far bheyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping, It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to logk through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources 1ike phone companies and data
sgurces Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication techrolegies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Christy Norton
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David Polson

4178 Cass Apt. F
Omaha, NE 68131

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my apposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

1 do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI 1is going far beyond these existing
powers by trying to force the industry to actually buiid its systems around
government eavesdropping. It is the equivalent of the government requiring all
new haomes be built with a peephoie for Taw enforcement to loak through.

I am very concerned that this reguirement represents an end-run &round
Congress. Lawmakers, after extensive deliberations, set up boundaries faor how
the FBI ¢an collect infarmation between sources like phone companies and data
saurces Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a mastar key to our personal communications, the
government 1s creating the very real potential far hackers and thieves or
even rogue gavernment agents to access cur persconal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity For hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

David Polsan
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Laurel Browne

734 Lexington Pkwy N
St Paul, MN 55104

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this recuirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to laok through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect infarmation between sources Jike phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue cgovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoiogdies should have built-in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Laurel Browne
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Schultz

8926 Amberfield
San Antonio , Texas 78245

March 18, 2004

FCC Chairman Michael Powell
Federal Caommunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As & cancerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry te actually build its systems around
government eavesdropping. It is the equivaient of the government requiring all
new homes be buiit with a peephole for law enforcement to look through.

1 am very concerned that this reguirement represents an end-run arcund
Congress. Lawmakers, after extensive deiiberations, set up boundaries for how
the FBI can collect information bhetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our persaonal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Gnce again, I urge you to appose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

C Schultz
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Samar Saadedeen

2228 Lost Creek Drive
Flushing , MI 48433

March 18, 2004

FCC Chairman Michae! Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to haye built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivaient of the government reguiring all
hew homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
spurces like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
gavernment is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successfui and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatjon technologies should have built-in
wiretapping.

I Tock forward to hearing vour thoughts on this matter.

Sincerely,

Samar Saadedeen



Tue 23 Mar 2004 06:38:25 PM EST P. 8
Kjersten Gmeiner

9026 3rd Ave NW
Seattle, WA 98917

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that al) new Internet communication services be
required to have built—in wiretapping access,

T do not believe this reguirement is necessary. tongstanding JTaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FB8I is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Jook through.

I am very concerned that this reguirement represents an end—run around
fongress. Lawmakers, after extensive deliberations., set up boundaries for haow
the FBI can <ollect infarmation between sources 1ike phone companies and data
sources 1ike e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access gur persochal communications. Past
efforts to provide this sort of backdoor access have not beern successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Kiersten Gmeiner, MD



Tue 23 Mar 2004 0B6:58:25 FM EST F. 9
Ralgh Catalani

805 Shorewood Drive ES04
Cape Canaveral, FL 32920

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 205594

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition tc the
Cepartment of Justice s request that all new Internet communication services be
required tao have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephons companies to allow
the ¥BI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry teo actually build its systems araund
gavernment eavesdropping., It is the equivalent of the government requiring ali
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI cap c¢ollect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
goverrnment is creating the very real poterntial for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Ralph Cataloni



Tug 23 Mar 2004 0B:S8:25 PM EST .00
Edward VYeras

357 N. William St.
Joliet, IL B0435

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Cchairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all pew Interpet communication services be
required to have built~in wiretapping access.

I do naot believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FRI to canduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdraopping. It is the equivalent of the governmant requiring all
new homes be huilt with a peephole for Taw enforcement to Taok through.

T am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communicaticns, the
government is creating the very real potential for hackers and thieves ar
even rogue gavernment agents to access our personal cammunications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich appartunity for hackers.

Once again, I urge vyou to oppase the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look farward te hearing your thoughts on this matter.

Sincerely,

Edward Veras



Tue 23 Mar 2004 B5:58:25 PM EST P.o11
Pam Lovett

PG Box 107
Americus, KS B6853

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
raquire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually bujld its systems around
government eavesdropping. It is the eqguivalent of the gevernment requiring all
new homes be built with a peephole for law enforcement to Tcok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone campanies and data
spurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communicaticns, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoer access have nat been successful and
cenly created a rich opportunity for hackers.

Once again, 1 urge you ta oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Pam Lovett



Tue 23 Mar 2004 06:48:43 PM .EST PF. 1
Staonewall Bird

608 S. First St., Apt. 212
Mount Vernon, WA 98273

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Yustice s request that all new Internet communication services be
required to have byilt-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance., The FBI is going far beyond these existing
powers by trying te force the incdustry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the Jegislative process to alter that careful halance.

I understand that by requirinc a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet cammunication technologies should have huilt-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Stonewail Bird



Tue 23 Mar 2004 U§:48:4S _PM EST pP. 2
David Barish

37 Milton CT
Port Chester, NY 10573

March 18, 2004

FCC Chairman Michael Pewell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new hemes be huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

David Barish



